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Abstract: This paper presents the applications of machine learning machine learning applications in the digital library. Using machine learning it is possible to search and retrieve non-textual information. The paper also discusses the machine learning applications in security aspects. A systematic review of literature is also done and with the help of citation mapping in Web of Science citation network analysis is presented
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I. INTRODUCTION

Machine learning is the application of artificial intelligence, wherein systems automatically get data and learn from data. The machine learning algorithms may be supervised, unsupervised, semi-supervised and reinforcement machine learning algorithms. Section II of the paper gives some of the previous works in the field. Section III describes the development of a knowledge base and the applications of machine learning in the digital library. Section IV details the machine learning techniques in security applications. Section V details citation network analysis (CNA). Results and discussion are detailed in section VI.

II. RELATED WORKS

A method for the analysis and detection of the table of contents was introduced by Lin and Xiong in 2005 using Natural Language Processing (NLP). This method is most useful in the digitization of documents. Here they have used content association [1]. Intelligent analysis of unstructured data is possible through machine learning. [2] This feature is useful in information search and retrieval in the digital library. An algorithm termed Key phrase Identification Program (KIP) is developed that extracts the key phrases in the document and helps the user to build up a database of key phrases which in turn makes learning effective [3]. The internet is flooded with a lot of information and extracting the required information from the internet is a tedious task. One of the efficient mechanisms for this is text summarization. It compresses a large document by summarizing and including the most relevant text. Baber and Patil in 2015 presented a fuzzy logic and semantic approach for text extraction and summarization [4].

Extraction of information from digital repositories is useful in learning. Armadillo system gives automatic domain-specific annotation on large websites by extracting information from various sources [5]. Mukherjee and others describe a technique for annotating content-rich HTML documents. Using semantic concepts and bootstrapping of annotated documents, the unlabelled concepts in all the documents are identified [6].

III. DEVELOPMENT OF KNOWLEDGE BASE

Ontology can be used for developing common vocabulary in the knowledge base [7]. For searching and browsing large images, Content Based Image Retrieval System is being used [8]. Witten (2002) described hierarchical phrase browsing, text mining and keyphrase extraction in extracting information from plain text [9]. An e-learning platform has been developed by Xu et al (2017) using machine learning and data mining techniques, [10]. This platform gives which gives a literature organization for a learner based on the knowledge map.

A. Whole Book Recognition

Image recognition is one of the techniques of machine learning. In whole book recognition, image recognition is used with automatic adaptation. The scanned image is to be OCRed for text searching. An algorithm to initialize an iconic and linguistic model for whole book recognition is proposed by Xiu and Baird [11]. In this algorithm, the disagreements between the distribution of character classes and word classes are detected. Automatic recognition of books by image recognition can be done using deep learning method and support vector algorithm [12]. Support vector machine algorithm has been applied to pattern recognition and document classification [13] [14].

B. Information Extraction

The extraction of information from raw data is one of the applications of machine learning. The extracted information will be maintained in databases. Data Fountains and iVia projects go a long way in internet resource discovery, metadata generation and data harvesting in the digital library using machine learning [15]. Support vector machine can be combined with Natural Language Processing to extract keyphrases from scientific papers [16]. Topical crawlers can be used for web mining and harvesting data. A machine learning technique to harvest information from the web and to process using lexical analysis is proposed in [17].
C. Search Pattern

Techniques of machine learning are useful for automatic document classification. A first-order logic framework for dealing with different kinds of the evolution of digital libraries is introduced by Ferilli and others [18]. Machine learning can be applied to automatically extract the title from documents which is useful in the retrieval of documents while searching [19].

D. Retrieval of Non-Textual Information

Normally search techniques can only retrieve text documents based on a particular keyword. An architecture for retrieving documents with figures using machine learning has been developed by Lu et al (2006). In this model, figures are categorized automatically and indexed, which can be used for retrieval of scientific documents [20].

E. Metadata Generation

Online citation matching can be used to generate metadata to solve the bibliographic management problem in digital libraries. Councill and others outline an algorithm for this Bayesian framework [21].

F. Document Classification

Machine learning methods can be used for classification of documents and extraction of table data. Kim and Liu (2011) categorized tables based on topic and functions and proposed an automatic classification method [22]. For archiving of documents, the separation of text and image, and extraction of characters from the image are required. A document processing system named WISDOM++ has been proposed by Esposito et al (2004) for automatic processing of documents [23]. Using Positive Unlabeled learning approach, an attempt has been made by Shirude and Kolhe (2016) for document classification [24].

IV. SECURITY APPLICATIONS

Machine learning techniques can be used for security applications in digital libraries. The application of artificial intelligence and deep learning will improve the quality of the security system, especially in detecting malicious code [25]. Bradley (2019) proposed an artificial threat model which identifies the security vulnerabilities which cannot be resolved in the existing risk management methods. The model recognizes the malicious activity in the network and intervenes in times of vulnerability [26]. A detection framework namely, Sec-Lib has been developed by Nissim et al (2019) to detect malicious PDF documents [27]. They developed a two-layered framework which includes a deterministic layer and a machine learning based layer.

V. CITATION NETWORK ANALYSIS

Citation analysis is a method of calculating the relative impact of an author or a publication by the number of times that an author or a publication has been cited in other articles. Sources for citation analysis are Web of Science (WoS), Scopus, Google Scholar, etc.

In this paper, the researchers used WoS for citation network analysis. The citation analysis results show that there are 10 subdomains related to the study, namely, Computer science Artificial intelligence, Computer science Information systems, Computer science theory methods, Engineering-electrical electronic, Information science Library science, Computer science Interdisciplinary applications, Engineering multidisciplinary, Medical Informatics, Education scientific disciplines and Multidisciplinary sciences as shown in figure 1.

### Table 1: Citation Analysis Results

<table>
<thead>
<tr>
<th>Subdomain 1</th>
<th>Subdomain 3</th>
<th>Subdomain 6</th>
<th>Subdomain 9</th>
</tr>
</thead>
<tbody>
<tr>
<td>Subdomain 2</td>
<td>Subdomain 4</td>
<td>Subdomain 7</td>
<td>Subdomain 10</td>
</tr>
<tr>
<td>Subdomain 5</td>
<td>Subdomain 8</td>
<td>Subdomain 11</td>
<td></td>
</tr>
</tbody>
</table>

Fig. 1. Citation Analysis Results

The citation network diagram is drawn for group 1, i.e., Computer science Artificial intelligence (Fig. 2) and for group 5, i.e., Information science Library science, which are most relevant subdomains in the study using the tool Pajek.

A. Citation Network Analysis for the subdomain Computer Science Artificial Intelligence

Figure 2 shows that the most influential and relevant paper in the citation network for the subdomain Computer Science Artificial Intelligence is:


Fig. 2. Citation Network Analysis for the sub-domain

In this paper, Witten [9] gives techniques for automatically extracting information from the full text and applies in the digital library context using hierarchical phrase browsing, text mining, and key-phrase extraction.

B. Citation Network Analysis for the subdomain Information Science Library Science
Fig. 3. Citation network diagram for the subdomain 5.

Figure 3 shows that there are two most relevant and cited papers in the subdomain Information Science Library science:


In the first paper, Wu and others describe how keyphrases can be used for knowledge management and retrieval. In this, the researchers explain the Keyphrase Identification Program (KIP), that allow the users to build a glossary database for the area of their interest.

The second paper discusses the tools and technology for internet resource discovery and metadata generation, especially the projects Data Fountains and iVia systems.

In addition to this, the paper by Fox [2] is cited in more than one article:


C. Citation Report

Citation report (Fig. 4) shows the papers from the year 2000 to 2019 and the total number of results for the topic of the study is 26, average citations per item is 12.96 and h-index is 10 (as on May 2019).

Fig. 4. Citation Report

VI. RESULTS AND DISCUSSION

The paper depicts the application of machine learning in the digital library. With the emergence of artificial intelligence, resource discovery from the web has become flexible, and it is possible to extract, classify and retrieve the information.

The citation network studies from Web of Science details the disciplines in which artificial intelligence and machine learning are applied. The citation network diagram for the most relevant disciplines in the current study are drawn, and the important publications in the domain are identified. The citation network analysis shows the relevance of machine learning applications in digital library and the citation report shows that there are more studies in this area during the past years.
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